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1. Login no Console do Google Cloud 

Link para o laboratório: 

https://www.cloudskillsboost.google/paths/236/course_templates/978/labs/488168?locale=pt_B

R 

1) Primeiro passo é fazer login no Console do Google Cloud, clique no botão verde 

“Começar o laboratório”: 

 

2) Após, irá abrir o Painel de login no Console:

 

 

3) Clique no botão “Open Google Cloud Console” (1) com o botão direito do mouse e escolha 

para abrir em uma aba Anônima/InPrivate, depois preencha o usuário (2) e senha (3) na página 

de login: 

 

 

https://www.cloudskillsboost.google/paths/236/course_templates/978/labs/488168?locale=pt_BR
https://www.cloudskillsboost.google/paths/236/course_templates/978/labs/488168?locale=pt_BR
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4) Aceite todos os termos e condições do Google Cloud (1-2): 
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2. Tarefa 1  

1)  Habilite o Cloud Shell no ícone do canto superior direito : 

 

 

 

 

2) Quando terminal abrir, execute todos os comandos (Um por vez), indicados na TASK 1, 

do laboratório. Como no exemplo a seguir: 

 

 

OBS: Para as próximas Tasks, utilize sempre a região que aparece no primeiro comando. 

 

3) Depois, clique no botão do progresso: 
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3. Tarefa 2 

1) Ainda no Cloud Shell, execute o comando a seguir (A região em negrito deve ser igual a 

indicada na página do seu laboratório): 

 

gcloud container clusters create test --region=REGION --num-nodes=1 

 

2) O comando durará alguns minutos para terminar, depois terá uma indicação de RUNNING 

quando estiver pronto: 

 

 

3) A seguir, execute todos os comandos em ordem no Cloud Shell: 

 

git clone https://github.com/GoogleCloudPlatform/microservices-demo && cd microservices-

demo 

 

kubectl apply -f ./release/kubernetes-manifests.yaml 

 

kubectl get service frontend-external | awk '{print $4}' 

 

OBS: O último comando deve ser executado até que o EXTERNAL-IP do serviço aparecer, dessa 

forma: 

 

 

4) Copie o endereço IP e coloque em uma aba do seu navegador: 
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5) Tique o botão da Task 2 no laboratório. 

4. Tarefa 3 

1) Recarregue a página inicial do console GCP (F5), e agora clique no símbolo do Gemini no 

canto superior direito . Você poderá agora começar o chat com o Gemini: 

 

 

2) Clique no botão Start chatting, e coloque o prompt que mostra no laboratório, dessa forma: 

 

 

 

3) Continue interagindo com o Gemini com os outros prompts, e seguindo as informações que 

aparecem em Security > Risk Overview. 

 

4) Vá no caminho Kubernetes Engine > Clusters pelo Menu lateral esquerdo, ou no campo 

de pesquisa acima da página: 
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5) Clique no Cluster de Kubernetes que foi criado anteriormente: 

 

 

6) Clique no lápis de configuração em Control Plane Networking: 

 

 

7) Na tela que se segue, deixe ticado Enable authorized networks, e Access using the 

control plane's external IP address, depois clique em SAVE CHANGES no pé da página: 
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8) Uma mensagem que o cluster está realizando update irá aparecer: 

 

OBS: Aguarde até o cluster tenha feito update corretamente, indicado por um ticado verde ao 

lado do nome: 

 

 

 

9) Tique a última Task do laboratório, garanta que todas as tarefas foram ticadas no quadrado 

amarelo flutuante localizado ao lado esquerdo da página: 
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10) Finalize o laboratório no botão vermelho do painel: 

 

 


